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2.206.010 Findings and declarations. 

The Board of Supervisors finds that significant revenues are lost each year as a result of 
taxpayers who fail to pay their tax obligations on time.  The delinquencies impose an 
economic burden upon the County and its taxpayers.  Therefore, the Board of Supervisors 
establishes the goal of ensuring that individuals and businesses that benefit financially 
from contracts with the County fulfill their property tax obligation. (Ord. No. 2009-0026 § 
1 (part), 2009.) 

2.206.020 Definitions. 

The following definitions shall be applicable to this chapter: 

A. “Contractor” shall mean any person, firm, corporation, partnership, or combination
thereof, which submits a bid or proposal or enters into a contract or agreement with
the County.

B. “County” shall mean the county of Los Angeles or any public entities for which the
Board of Supervisors is the governing body.

C. “County Property Taxes” shall mean any property tax obligation on the County's
secured or unsecured roll; except for tax obligations on the secured roll with respect
to property held by a Contractor in a trust or fiduciary capacity or otherwise not
beneficially owned by the Contractor.

D. “Department” shall mean the County department, entity, or organization responsible
for the solicitation and/or administration of the contract.

E. “Default” shall mean any property tax obligation on the secured roll that has been
deemed defaulted by operation of law pursuant to California Revenue and Taxation
Code section 3436; or any property tax obligation on the unsecured roll that remains
unpaid on the applicable delinquency date pursuant to California Revenue and
Taxation Code section 2922; except for any property tax obligation dispute pending
before the Assessment Appeals Board.

F. “Solicitation” shall mean the County’s process to obtain bids or proposals for goods
and services.

http://ordlink.com/codes/lacounty/_DATA/TITLE02/Chapter_2_206_DEFAULTED_PROPER.html#1
http://ordlink.com/codes/lacounty/_DATA/TITLE02/Chapter_2_206_DEFAULTED_PROPER.html#2
http://ordlink.com/codes/lacounty/_DATA/TITLE02/Chapter_2_206_DEFAULTED_PROPER.html#3
http://ordlink.com/codes/lacounty/_DATA/TITLE02/Chapter_2_206_DEFAULTED_PROPER.html#4
http://ordlink.com/codes/lacounty/_DATA/TITLE02/Chapter_2_206_DEFAULTED_PROPER.html#5
http://ordlink.com/codes/lacounty/_DATA/TITLE02/Chapter_2_206_DEFAULTED_PROPER.html#6
http://ordlink.com/codes/lacounty/_DATA/TITLE02/Chapter_2_206_DEFAULTED_PROPER.html#7
http://ordlink.com/codes/lacounty/_DATA/TITLE02/Chapter_2_206_DEFAULTED_PROPER.html#8
https://leginfo.legislature.ca.gov/faces/codes_displaySection.xhtml?sectionNum=3436.&lawCode=RTC
https://leginfo.legislature.ca.gov/faces/codes_displaySection.xhtml?sectionNum=3436.&lawCode=RTC
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https://leginfo.legislature.ca.gov/faces/codes_displaySection.xhtml?sectionNum=2922.&lawCode=RTC
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G. “Treasurer-Tax Collector” shall mean the Treasurer and Tax Collector of the County
of Los Angeles. (Ord. No. 2009-0026 § 1 (part), 2009.)

2.206.030 Applicability. 

This chapter shall apply to all solicitations issued 60 days after the effective date of the 
ordinance codified in this chapter. This chapter shall also apply to all new, renewed, 
extended, and/or amended contracts entered into 60 days after the effective date of the 
ordinance codified in this chapter. (Ord. No. 2009-0026 § 1 (part), 2009.) 

2.206.040 Required solicitation and contract language. 

All solicitations and all new, renewed, extended, and/or amended contracts shall contain 
language which: 
A. Requires any Contractor to keep County Property Taxes out of Default status at all times

during the term of an awarded contract;
B. Provides that the failure of the Contractor to comply with the provisions in this chapter

may prevent the Contractor from being awarded a new contract; and
C. Provides that the failure of the Contractor to comply with the provisions in this chapter

may constitute a material breach of an existing contract, and failure to cure the breach
within ten days of notice by the County by paying the outstanding County Property Tax
or making payments in a manner agreed to and approved by the Treasurer-Tax
Collector, may subject the contract to suspension and/or termination. (Ord. No. 2009-
0026 § 1 (part), 2009.)

2.206.050 Administration and compliance certification. 

A. The Treasurer-Tax Collector shall be responsible for the administration of this chapter.
The Treasurer-Tax Collector shall, with the assistance of the Chief Executive Officer,
Director of Internal Services, and County Counsel, issue written instructions on the
implementation and ongoing administration of this chapter. Such instructions may
provide for the delegation of functions to other departments.

B. Contractor shall be required to certify, at the time of submitting any bid or proposal to
the County, or entering into any new contract, or renewal, extension or amendment of
an existing contract with the County, that it is in compliance with this chapter is not in
Default on any County Property Taxes or is current in payments due under any
approved payment arrangement. (Ord. No. 2009-0026 § 1 (part), 2009.)

2.206.060 Exclusions/Exemptions. 

A. This chapter shall not apply to the following contracts:
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1. Chief Executive Office delegated authority agreements under $50,000;
2. A contract where federal or state law or a condition of a federal or state program

mandates the use of a particular contractor;
3. A purchase made through a state or federal contract;
4. A contract where state or federal monies are used to fund service related programs,

including but not limited to voucher programs, foster care, or other social programs
that provide immediate direct assistance;

5. Purchase orders under a master agreement, where the Contractor was certified at
the time the master agreement was entered into and at any subsequent renewal,
extension and/or amendment to the master agreement.

6. Purchase orders issued by Internal Services Department under $100,000 that is not
the result of a competitive bidding process.

7. Program agreements that utilize Board of Supervisors' discretionary funds;
8. National contracts established for the purchase of equipment and supplies for and

by the National Association of Counties, U.S. Communities Government
Purchasing Alliance, or any similar related group purchasing organization;

9. A monopoly purchase that is exclusive and proprietary to a specific manufacturer,
distributor, reseller, and must match and inter-member with existing supplies,
equipment or systems maintained by the county pursuant to the Los Angeles
Purchasing Policy and Procedures Manual, section P-3700 or a successor
provision;

10. A revolving fund (petty cash) purchase pursuant to the Los Angeles County Fiscal
Manual, section 4.6.0 or a successor provision;

11. A purchase card purchase pursuant to the Los Angeles County Purchasing Policy
and Procedures Manual, section P-2810 or a successor provision;

12. A non-agreement purchase worth a value of less than $5,000 pursuant to the
Los Angeles County Purchasing Policy and Procedures Manual, section A-0300 or
a successor provision; or

13. A bona fide emergency purchase pursuant to the Los Angeles County Purchasing
Policy and Procedures Manual section P-0900 or a successor provision;

14. Other contracts for mission critical goods and/or services where the Board of
Supervisors determines that an exemption is justified.

B. Other laws. This chapter shall not be interpreted or applied to any Contractor in a
manner inconsistent with the laws of the United States or California. (Ord. No. 2009-
0026 § 1 (part), 2009.)
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2.206.070 Enforcement and remedies. 

A. The information furnished by each Contractor certifying that it is in compliance with this
chapter shall be under penalty of perjury.

B. No Contractor shall willfully and knowingly make a false statement certifying compliance
with this chapter for the purpose of obtaining or retaining a County contract.

C. For Contractor's violation of any provision of this chapter, the County department head
responsible for administering the contract may do one or more of the following:
1. Recommend to the Board of Supervisors the termination of the contract; and/or,
2. Pursuant to chapter 2.202, seek the debarment of the contractor; and/or
3.  Recommend to the Board of Supervisors that an exemption is justified pursuant to

Section 2.206.060.A.14 of this chapter or payment deferral as provided pursuant to
the California Revenue and Taxation Code. (Ord. No. 2009-0026 § 1 (part), 2009.)

2.206.080 Severability. 

If any provision of this chapter is found invalid by a court of competent jurisdiction, the 
remaining provisions shall remain in full force and effect. (Ord. No. 2009-0026 § 1 (part), 
2009.) 

https://library.municode.com/ca/los_angeles_county/codes/code_of_ordinances?nodeId=TIT2AD_DIV4MIRE_CH2.206DEPRTAREPR_2.206.060EXEX
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INFORMATION SECURITY AND PRIVACY 
REQUIREMENTS  

The County of Los Angeles (“County”) is committed to safeguarding the Integrity of the 
County systems, Data, Information and protecting the privacy rights of the individuals 
that it serves.  This Exhibit to the Contract “Information Security, and Privacy 
Requirements Exhibit,” (“Exhibit I”) sets forth in detail the County and the Contractor’s 
commitment and agreement to fulfill each of their obligations under applicable State or 
federal laws, rules, or regulations, as well as applicable industry standards concerning 
privacy, Data protections, Information Security, Confidentiality, Availability, and Integrity 
of such Information.  The Contractor shall establish all Information Security, and Privacy 
Requirements within ten business days prior to the Effective Date of the Contract and 
maintain all Information Security and Privacy Requirements throughout the entire 
Contract term. 
These requirements and procedures contained in this “Exhibit I” are incorporated by 
reference into the Terms and Conditions of the Contract and constitute a minimum 
standard for Information Security and Privacy Requirements in conjunction with the 
requirements of the Contract between the County and Contractor (the “Contract”).  It is 
the Contractor's sole obligation to:  (i) implement appropriate and reasonable measures 
to secure and protect its systems and all County Information against internal and external 
Threats and Risks; and (ii) continuously review and revise all measures pertaining to 
any ongoing Threats and Risks. Failure to comply with the minimum Information 
Security and Privacy Requirements set forth in this “Exhibit I” herein incorporated by 
reference into the Terms and Conditions of the Contract shall constitute a material, non-
curable breach of Contract by the Contractor, entitling the County, in addition to the 
cumulative of all other remedies available to it at law, in equity, or under the Contract, 
to immediately terminate the Contract.  The Terms and Conditions of the Contract shall 
govern and control unless stated otherwise in the Contract. 
 
1. DEFINITIONS 
 
Unless otherwise defined in the Contract, the definitions herein contained are specific to 
the uses within this exhibit. 
 
a. Availability:  the condition of Information being accessible and usable upon 

demand by an authorized entity (Workforce Member or process). 
b. Confidentiality:  the condition that Information is not disclosed to system entities 

(users, processes, devices) unless they have been authorized to access the 
Information. 

c. County Information:  all Data and Information belonging to the County. 
d. Data:  a subset of Information comprised of qualitative or quantitative values. 
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e. Incident:  a suspected, attempted, successful, or imminent Threat of unauthorized 

electronic and/or physical access, use, disclosure, breach, modification, or 
destruction of information; interference with Information Technology operations; or 
significant violation of County policy. 

f. Information:  any communication or representation of knowledge or understanding 
such as facts, Data, or opinions in any medium or form, including electronic, textual, 
numerical, graphic, cartographic, narrative, or audiovisual. 

g. Information Security Policy:  high level statements of intention and direction of an 
organization used to create an organization’s Information Security Program as 
formally expressed by its top management. 

h. Information Security Program:  formalized and implemented Information Security 
Policies, standards and procedures that are documented describing the program 
management safeguards and common controls in place or those planned for 
meeting the County’s information security requirements. 

i. Information Technology:  any equipment or interconnected system or subsystem 
of equipment that is used in the automatic acquisition, storage, manipulation, 
management, movement, control, display, switching, interchange, transmission, or 
reception of Data or Information. 

j. Integrity:  the condition whereby Data or Information has not been improperly 
modified or destroyed and authenticity of the Data or Information can be ensured. 

k. Mobile Device Management (MDM):  software that allows Information Technology 
administrators to control, secure, and enforce policies on smartphones, tablets, and 
other endpoints. 

l. Privacy Policy:  high level statements of intention and direction of an organization 
used to create an organization’s Privacy Program as formally expressed by its top 
management. 

m. Privacy Program:  a formal document that provides an overview of an 
organization’s privacy program, including a description of the structure of the privacy 
program, the resources dedicated to the privacy program, the role of the 
organization’s privacy official and other staff, the strategic goals and objectives of 
the Privacy Program, and the program management controls and common controls 
in place or planned for meeting applicable privacy requirements and managing 
privacy risks. 

n. Risk:  a measure of the extent to which the County is threatened by a potential 
circumstance or event, Risk is typically a function of:  (i) the adverse impacts that 
would arise if the circumstance or event occurs; and (ii) the likelihood of occurrence. 

o. Threat:  any circumstance or event with the potential to adversely impact County 
operations (including mission, functions, image, or reputation), organizational 
assets, individuals, or other organizations through an Information System via 
unauthorized access, destruction, disclosure, modification of Information, and/or 
denial of service. 

p. Vulnerability:  a weakness in a system, application, network or process that is 
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subject to exploitation or misuse. 

q. Workforce Member:  employees, volunteers, and other persons whose conduct, in 
the performance of work for Los Angeles County, is under the direct control of 
Los Angeles County, whether or not they are paid by Los Angeles County.  This 
includes, but may not be limited to, full and part time elected or appointed officials, 
employees, affiliates, associates, students, volunteers, and staff from third party 
entities who provide service to the County. 
 

2. INFORMATION SECURITY AND PRIVACY PROGRAMS 
 
a. Information Security Program.  The Contractor shall maintain a company-wide 

Information Security Program designed to evaluate Risks to the Confidentiality, 
Availability, and Integrity of the County Information covered under this Contract. 
Contractor’s Information Security Program shall include the creation and 
maintenance of Information Security Policies, standards, and procedures. 
Information Security Policies, standards, and procedures shall be communicated to 
all Contractor employees in a relevant, accessible, and understandable form and will 
be regularly reviewed and evaluated to ensure operational effectiveness, 
compliance with all applicable laws and regulations, and addresses new and 
emerging Threats and Risks. 
The Contractor shall exercise the same degree of care in safeguarding and 
protecting County Information that the Contractor exercises with respect to its own 
Information and Data, but in no event less than a reasonable degree of care.  The 
Contractor will implement, maintain, and use appropriate administrative, technical, 
and physical security measures to preserve the Confidentiality, Integrity, and 
Availability of County Information. 
The Contractor’s Information Security Program shall: 
• Protect the Confidentiality, Integrity, and Availability of County Information in the 

Contractor’s possession or control; 
• Protect against any anticipated Threats or hazards to the Confidentiality, 

Integrity, and Availability of County Information; 
• Protect against unauthorized or unlawful access, use, disclosure, alteration, or 

destruction of County Information; 
• Protect against accidental loss or destruction of, or damage to, County 

Information; and 
• Safeguard County Information in compliance with any applicable laws and 

regulations which apply to the Contractor. 
b. Privacy Program.  The Contractor shall establish and maintain a company-wide 

Privacy Program designed to incorporate Privacy Policies and practices in its 
business operations to provide safeguards for Information, including County 
Information.  The Contractor’s Privacy Program shall include the development of, 
and ongoing reviews and updates to Privacy Policies, guidelines, procedures and 
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appropriate workforce privacy training within its organization.  These Privacy 
Policies, guidelines, procedures, and appropriate training shall be provided to all 
Contractor employees, agents, and volunteers.  The Contractor’s Privacy Policies, 
guidelines, and procedures shall be continuously reviewed and updated for 
effectiveness and compliance with applicable laws and regulations, and to 
appropriately respond to new and emerging Threats and Risks.  The Contractor’s 
Privacy Program shall perform ongoing monitoring and audits of operations to 
identify and mitigate privacy Threats. 
The Contractor shall exercise the same degree of care in safeguarding the privacy 
of County Information that the Contractor exercises with respect to its own 
Information, but in no event less than a reasonable degree of care.  The Contractor 
will implement, maintain, and use appropriate privacy practices and protocols to 
preserve the Confidentiality of County Information. 
The Contractor’s Privacy Program shall include: 
• A Privacy Program framework that identifies and ensures that the Contractor 

complies with all applicable laws and regulations; 
• External Privacy Policies, and internal privacy policies, procedures and controls 

to support the privacy program; 
• Protections against unauthorized or unlawful access, use, disclosure, alteration, 

or destruction of County Information; 
• A training program that covers Privacy Policies, protocols and awareness; 
• A response plan to address privacy Incidents and privacy breaches; and 
• Ongoing privacy assessments and audits. 

 
3. PROPERTY RIGHTS TO COUNTY INFORMATION 

 
All County Information is deemed property of the County, and the County shall retain 
exclusive rights and ownership thereto.  County Information shall not be used by the 
Contractor for any purpose other than as required under this Contract, nor shall such 
or any part of such be disclosed, sold, assigned, leased, or otherwise disposed of, to 
third parties by the Contractor, or commercially exploited or otherwise used by, or on 
behalf of, the Contractor, its officers, directors, employees, or agents.  The Contractor 
may assert no lien on or right to withhold from the County, any County Information it 
receives from, receives addressed to, or stores on behalf of, the County.  
Notwithstanding the foregoing, the Contractor may aggregate, compile, and use County 
Information in order to improve, develop or enhance the System Software and/or other 
services offered, or to be offered, by the Contractor, provided that (i) no County 
Information in such aggregated or compiled pool is identifiable as originating from, or 
can be traced back to the County, and (ii) such Data or Information cannot be 
associated or matched with the identity of an individual alone, or linkable to a specific 
individual.  The Contractor specifically consents to the County's access to such County 
Information held, stored, or maintained on any and all devices Contactor owns, leases 
or possesses. 
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4. CONTRACTOR’S USE OF COUNTY INFORMATION 
 
The Contractor may use County Information only as necessary to carry out its obligations 
under this Contract.  The Contractor shall collect, maintain, or use County Information 
only for the purposes specified in the Contract and, in all cases, in compliance with all 
applicable local, state, and federal laws and regulations governing the collection, 
maintenance, transmission, dissemination, storage, use, and destruction of County 
Information, including, but not limited to, (i) any state and federal law governing the 
protection of personal Information, (ii) any state and federal security breach notification 
laws, and (iii) the rules, regulations and directives of the Federal Trade Commission, 
as amended from time to time. 

 
5. SHARING COUNTY INFORMATION AND DATA 

 
The Contractor shall not share, release, disclose, disseminate, make available, 
transfer, or otherwise communicate orally, in writing, or by electronic or other means, 
County Information to a third party for monetary or other valuable consideration. 

 
6. CONFIDENTIALITY 

 
a. Confidentiality of County Information.  The Contractor agrees that all County 

Information is Confidential and proprietary to the County regardless of whether such 
Information was disclosed intentionally or unintentionally, or marked as 
"confidential." 

b. Disclosure of County Information.  The Contractor may disclose County 
Information only as necessary to carry out its obligations under this Contract, or as 
required by law, and is prohibited from using County Information for any other 
purpose without the prior express written approval of the County’s contract 
administrator in consultation with the County’s Chief Information Security Officer 
and/or Chief Privacy Officer.  If required by a court of competent jurisdiction or an 
administrative body to disclose County Information, the Contractor shall notify the 
County’s contract administrator immediately and prior to any such disclosure, to 
provide the County an opportunity to oppose or otherwise respond to such 
disclosure, unless prohibited by law from doing so. 

c. Disclosure Restrictions of Non-Public Information.  While performing work 
under the Contract, the Contractor may encounter County Non-public Information 
(“NPI”) in the course of performing this Contract, including, but not limited to, 
licensed technology, drawings, schematics, manuals, sealed court records, and 
other materials described and/or identified as “Internal Use,” “Confidential,” or 
“Restricted” as defined in Board of Supervisors Policy 6.104 – Information 
Classification Policy as NPI.  The Contractor shall not disclose or publish any County 
NPI and material received or used in performance of this Contract. This obligation 
is perpetual. 

d. Individual Requests.  The Contractor shall acknowledge any request or 
instructions from the County regarding the exercise of any individual’s privacy rights 
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provided under applicable federal or state laws.  The Contractor shall have in place 
appropriate policies and procedures to promptly respond to such requests and 
comply with any request or instructions from the County within seven calendar days.  
If an individual makes a request directly to the Contractor involving County 
Information, the Contractor shall notify the County within five calendar days and the 
County will coordinate an appropriate response, which may include instructing the 
Contractor to assist in fulfilling the request.  Similarly, if the Contractor receives a 
privacy or security complaint from an individual regarding County Information, the 
Contractor shall notify the County as described in Section 13 SECURITY AND 
PRIVACY INCIDENTS, and the County will coordinate an appropriate response. 

e. Retention of County Information.  The Contractor shall not retain any County 
Information for any period longer than necessary for the Contractor to fulfill its 
obligations under the Contract and applicable law, whichever is longest. 

 
7. SUBCONTRACTORS AND THIRD PARTIES 

 
The County acknowledges that in the course of performing its services, the Contractor 
may desire or require the use of goods, services, and/or assistance of Subcontractors 
or other third parties or suppliers.  The terms of this Exhibit shall also apply to all 
Subcontractors and third parties.  The Contractor or third party shall be subject to the 
following terms and conditions:  (i) each Subcontractor and third party must agree in 
writing to comply with and be bound by the applicable terms and conditions of this Exhibit 
within ten business days upon receiving TTC’s written approval and prior to performing 
any work under the Contract, both for itself and to enable the Contractor to be and 
remain in compliance with its obligations hereunder, including those provisions relating 
to Confidentiality, Integrity, Availability, disclosures, security, and such other terms and 
conditions as may be reasonably necessary to effectuate the Contract including this 
Exhibit; and (ii) the Contractor shall be and remain fully liable for the acts and omissions 
of each Subcontractor and third party, and fully responsible for the due and proper 
performance of all Contractor obligations under this Contract. 
The Contractor shall obtain advanced approval from the Treasurer and Tax Collector in 
conjunction with the approval of County’s Chief Information Security Officer and/or 
Chief Privacy Officer prior to subcontracting services subject to this Exhibit. 

 
8. STORAGE AND TRANSMISSION OF COUNTY INFORMATION 

 
All County Information shall be rendered unusable, unreadable, or indecipherable to 
unauthorized individuals.  Without limiting the generality of the foregoing, the Contractor 
will encrypt all workstations, portable devices (such as mobile, wearables, tablets,) and 
removable media (such as portable or removable hard disks, floppy disks, USB memory 
drives, CDs, DVDs, magnetic tape, and all other removable storage media) that store 
County Information in accordance with Federal Information Processing Standard (FIPS) 
140-2 or otherwise approved by the County’s Chief Information Security Officer. 
The Contractor will encrypt County Information transmitted on networks outside of the 
Contractor’s control with Transport Layer Security (TLS) or Internet Protocol Security 
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(IPSec), at a minimum cipher strength of 128 bit or an equivalent secure transmission 
protocol or method approved by County’s Chief Information Security Officer. 
In addition, the Contractor shall not store County Information in the cloud or in any other 
online storage provider without written authorization from the County’s Chief 
Information Security Officer.  All mobile devices storing County Information shall be 
managed by a Mobile Device Management system.  Such system must provide 
provisions to enforce a password/passcode on enrolled mobile devices.  All 
workstations/Personal Computers (including laptops, 2-in-1s, and tablets) will maintain 
the latest operating system security patches, and the latest virus definitions.  Virus 
scans must be performed at least monthly. Request for less frequent scanning must be 
approved in writing by the County’s Chief Information Security Officer. 

 
9. RETURN OR DESTRUCTION OF COUNTY INFORMATION 

 
The Contractor shall return or destroy County Information in the manner prescribed in 
this section unless the Contract prescribes procedures for returning or destroying 
County Information and those procedures are no less stringent than the procedures 
described in this section. 
 
a. Return or Destruction.  Upon County’s written request, or upon expiration or 

termination of this Contract for any reason, Contractor shall (i) promptly return or 
destroy, at the County’s option, all originals and copies of all documents and 
materials it has received containing County Information; or (ii) if return or destruction 
is not permissible under applicable law, continue to protect such Information in 
accordance with the terms of this Contract; and (iii) deliver or destroy, at the County’s 
option, all originals and copies of all summaries, records, descriptions, 
modifications, negatives, drawings, adoptions and other documents or materials, 
whether in writing or in machine-readable form, prepared by the Contractor, 
prepared under its direction, or at its request, from the documents and materials 
referred to in Subsection (i) of this Section.  For all documents or materials referred 
to in Subsections (i) and (ii) of this Section that the County requests be returned to 
the County, the Contractor shall provide a written attestation on company letterhead 
certifying that all documents and materials have been delivered to the County.  For 
documents or materials referred to in Subsections (i) and (ii) of this Section that the 
County requests be destroyed, the Contractor shall provide an attestation on 
company letterhead and certified documentation from a media destruction firm 
consistent with subdivision b of this Section.  Upon termination or expiration of the 
Contract or at any time upon the County’s request, the Contractor shall return all 
hardware, if any, provided by the County to the Contractor.  The hardware should 
be physically sealed and returned via a bonded courier, or as otherwise directed by 
the County. 

b. Method of Destruction.  The Contractor shall destroy all originals and copies by 
(i) cross-cut shredding paper, film, or other hard copy media so that the Information 
cannot be read or otherwise reconstructed; and (ii) purging, or destroying electronic 
media containing County Information consistent with NIST Special Publication 800-
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88, “Guidelines for Media Sanitization,” such that the County Information cannot be 
retrieved.  The Contractor will provide an attestation on company letterhead and 
certified documentation from a media destruction firm, detailing the destruction 
method used and the County Information involved, the date of destruction, and the 
company or individual who performed the destruction.  Such statement will be sent 
to the designated County contract manager within ten days of termination or 
expiration of the Contract or at any time upon the County’s request.  On termination 
or expiration of this Contract, the County will return or destroy all Contractor’s 
Information marked as confidential (excluding items licensed to the County 
hereunder, or that provided to the County by the Contractor hereunder), at the 
County’s option. 
 

10. PHYSICAL AND ENVIRONMENTAL SECURITY 
 

All Contractor facilities that process County Information will be located in secure areas 
and protected by perimeter security such as barrier access controls (e.g., the use of 
guards and entry badges) that provide a physically secure environment from 
unauthorized access, damage, and interference. 

All Contractor facilities that process County Information will be maintained with physical 
and environmental controls (temperature and humidity) that meet or exceed hardware 
manufacturer’s specifications. 
 
11. OPERATIONAL MANAGEMENT, BUSINESS CONTINUITY, AND DISASTER 

RECOVERY 
 
The Contractor shall:  (i) monitor and manage all of its Information processing facilities, 
including, without limitation, implementing operational procedures, change 
management, and Incident response procedures consistent with Section 13 SECURITY 
AND PRIVACY INCIDENTS; and (ii) deploy adequate anti-malware software and 
adequate back-up systems to ensure essential business Information can be promptly 
recovered in the event of a disaster or media failure; and (iii) ensure its operating 
procedures are adequately documented and designed to protect Information and 
computer media from theft and unauthorized access. 
The Contractor must have business continuity and disaster recovery plans.  These 
plans must include a geographically separate back-up data center and a formal 
framework by which an unplanned event will be managed to minimize the loss of County 
Information and services.  The formal framework includes a defined back-up policy and 
associated procedures, including documented policies and procedures designed to:  (i) 
perform back-up of data to a remote back-up data center in a scheduled and timely 
manner; (ii) provide effective controls to safeguard backed-up data; (iii) securely 
transfer County Information to and from back-up location; (iv) fully restore applications 
and operating systems; and (v) demonstrate periodic testing of restoration from back-
up location.  If the Contractor makes back-ups to removable media (as described in 
Section 8 STORAGE AND TRANSMISSION OF COUNTY INFORMATION), all such 
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back-ups shall be encrypted in compliance with the encryption requirements noted 
above in Section 8 STORAGE AND TRANSMISSION OF COUNTY INFORMATION. 

 
12. ACCESS CONTROL 

 
Subject to and without limiting the requirements under Section 8 STORAGE AND 
TRANSMISSION OF COUNTY INFORMATION, County Information (i) may only be 
made available and accessible to those parties explicitly authorized under the Contract 
or otherwise expressly approved by the County Contract Administrator/Project Director 
or Contract Manager/Project Manager in writing; and (ii) if transferred using removable 
media (as described in Section 8 STORAGE AND TRANSMISSION OF COUNTY 
INFORMATION), must be sent via a bonded courier and protected using encryption 
technology designated by the Contractor and approved by the County’s Chie 
Information Security Officer in writing.  The foregoing requirements shall apply to back-
up media stored by the Contractor at off-site facilities. 
The Contractor shall implement formal procedures to control access to County systems, 
services, and/or Information, including, but not limited to, user account management 
procedures and the following controls: 
a. Network access to both internal and external networked services shall be controlled, 

including, but not limited to, the use of industry standard and properly configured 
firewalls; 

b. Operating systems will be used to enforce access controls to computer resources 
including, but not limited to, multi-factor authentication, use of virtual private 
networks (VPN), authorization, and event logging; 

c. The Contractor will conduct regular, no less often than semi-annually, user access 
reviews to ensure that unnecessary and/or unused access to County Information is 
removed in a timely manner; 

d. Applications will include access control to limit user access to County Information and 
application system functions; 

e. All systems will be monitored to detect deviation from access control policies and 
identify suspicious activity. The Contractor shall record, review and act upon all 
events in accordance with Incident response policies set forth in Section 13 
SECURITY AND PRIVACY INCIDENTS; and 

f. In the event any hardware, storage media, or removable media (as described in 
Section 8 STORAGE AND TRANSMISSION OF COUNTY INFORMATION) must 
be disposed of or sent off-site for servicing, the Contractor shall ensure all County 
Information has been eradicated from such hardware and/or media using industry 
best practices as discussed in Section 8 STORAGE AND TRANSMISSION OF 
COUNTY INFORMATION. 

 
13. SECURITY AND PRIVACY INCIDENTS 
 
In the event of a Security or Privacy Incident, the Contractor shall: 
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a. Promptly notify the County’s Chief Information Security Officer, the Departmental 

Information Security Officer, and the County’s Chief Privacy Officer of any Incidents 
involving County Information, within 24 hours of detection of the Incident.  All 
notifications shall be submitted via encrypted email and telephone to the individuals 
listed on Exhibit D, County’s Administration. 

b. Include the following Information in all notices: 
i. The date and time of discovery of the Incident, 
ii. The approximate date and time of the Incident, 
iii. A description of the type of County Information involved in the reported 

Incident, and 
iv. A summary of the relevant facts, including a description of measures being 

taken to respond to and remediate the Incident, and any planned corrective 
actions as they are identified. 

v. The name and contact information for the organizations official 
representative(s), with relevant business and technical information relating to 
the incident. 

c. Cooperate with the County to investigate the Incident and seek to identify the specific 
County Information involved in the Incident upon the County’s written request, without 
charge, unless the Incident was caused by the acts or omissions of the County.  As 
Information about the Incident is collected or otherwise becomes available to the 
Contractor, and unless prohibited by law, the Contractor shall provide Information 
regarding the nature and consequences of the Incident that are reasonably 
requested by the County to allow the County to notify affected individuals, 
government agencies, and/or credit bureaus. 

d. Immediately initiate the appropriate portions of their Business Continuity and/or 
Disaster Recovery plans in the event of an Incident causing an interference with 
Information Technology operations. 

e. Assist and cooperate with forensic investigators, the County, law firms, and/or law 
enforcement agencies at the direction of the County to help determine the nature, 
extent, and source of any Incident, and reasonably assist and cooperate with the 
County on any additional disclosures that the County is required to make as a result 
of the Incident. 

f. Allow the County or its third-party designee at the County’s election to perform 
audits and tests of the Contractor's environment that may include, but are not limited 
to, interviews of relevant employees, review of documentation, or technical 
inspection of systems, as they relate to the receipt, maintenance, use, retention, 
and authorized destruction of County Information. 

Notwithstanding any other provisions in this Contract and Exhibit, the Contractor shall 
be (i) liable for all damages and fines, (ii) responsible for all corrective action, and 
(iii) responsible for all notifications arising from an Incident involving County Information 
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caused by the Contractor’s weaknesses, negligence, errors, or lack of Information 
Security or privacy controls or provisions. 

 
14. NON-EXCLUSIVE EQUITABLE REMEDY 

 
The Contractor acknowledges and agrees that due to the unique nature of County 
Information there can be no adequate remedy at law for any breach of its obligations 
hereunder, that any such breach may result in irreparable harm to the County, and 
therefore, that upon any such breach, the County will be entitled to appropriate equitable 
remedies, and may seek injunctive relief from a court of competent jurisdiction without 
the necessity of proving actual loss, in addition to whatever remedies are available within 
law or equity.  Any breach of Section 6 CONFIDENTIALITY shall constitute a material 
breach of this Contract and be grounds for immediate termination of this Contract in the 
exclusive discretion of the County. 

 
15. AUDIT AND INSPECTION 

 
a. Self-Audits.  The Contractor shall periodically conduct audits, assessments, testing 

of the system of controls, and testing of Information Security and privacy 
procedures, including penetration testing, intrusion detection, and firewall 
configuration reviews.  These periodic audits will be conducted by staff certified to 
perform the specific audit in question at Contractor’s sole cost and expense through 
either (i) an internal independent audit function, (ii) a nationally recognized, external, 
independent auditor, or (iii) another independent auditor approved by the County. 
The Contractor shall have a process for correcting control deficiencies that have 
been identified in the periodic audit, including follow-up documentation providing 
evidence of such corrections.  The Contractor shall provide the audit results and any 
corrective action documentation to the County promptly upon its completion at the 
County’s request.  With respect to any other report, certification, or audit or test 
results prepared or received by the Contractor that contains any County Information, 
the Contractor shall promptly provide the County with copies of the same upon the 
County’s reasonable request, including identification of any failure or exception in the 
Contractor’s Information systems, products, and services, and the corresponding 
steps taken by the Contractor to mitigate such failure or exception.  Any reports and 
related materials provided to the County pursuant to this Section shall be provided 
at no additional charge to the County. 

b. County Requested Audits.  At its own expense, the County, or an independent 
third-party auditor commissioned by the County, shall have the right to audit the 
Contractor’s infrastructure, security and privacy practices, Data center, services 
and/or systems storing or processing County Information via an onsite inspection at 
least once a year.  Upon the County’s request, the Contractor shall complete a 
questionnaire regarding Contractor’s Information Security and/or program.  The 
County shall pay for the County requested audit unless the auditor finds that the 
Contractor has materially breached this Exhibit, in which case the Contractor shall 
bear all costs of the audit; and if the audit reveals material non-compliance with this 
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Exhibit, the County may exercise its termination rights underneath the Contract. 
Such audit shall be conducted during the Contractor’s normal business hours with 
reasonable advance notice, in a manner that does not materially disrupt or otherwise 
unreasonably and adversely affect the Contractor’s normal business operations.  
The County's request for the audit will specify the scope and areas (e.g., 
Administrative, Physical, and Technical) that are subject to the audit and may 
include, but are not limited to physical controls inspection, process reviews, policy 
reviews, evidence of external and internal Vulnerability scans, penetration test 
results, evidence of code reviews, and evidence of system configuration and audit 
log reviews.  It is understood that the results may be filtered to remove the specific 
Information of other Contractor customers such as IP address, server names, etc.  
The Contractor shall cooperate with the County in the development of the scope and 
methodology for the audit, and the timing and implementation of the audit.  This right 
of access shall extend to any regulators with oversight of the County.  The 
Contractor agrees to comply with all reasonable recommendations that result from 
such inspections, tests, and audits within reasonable timeframes. 
When not prohibited by regulation, the Contractor will provide to the County a 
summary of:  (i) the results of any security audits, security reviews, or other relevant 
audits, conducted by the Contractor or a third party; and (ii) corrective actions or 
modifications, if any, the Contractor will implement in response to such audits. 
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ADDENDUM A:  SOFTWARE AS A SERVICE (SaaS) 
 

a. License:  Subject to the terms and conditions set forth in this Contract, including 
payment of the license fees by County to the Contractor, the Contractor hereby 
grants to County a non-exclusive, non-transferable worldwide County license to 
use the SaaS, as well as any documentation and training materials, during the term 
of this Contract to enable the County to use the full benefits of the SaaS and achieve 
the purposes stated herein. 

b. Business Continuity:  In the event that the Contractor’s infrastructure containing 
or processing County Information becomes lost, altered, damaged, interrupted, 
destroyed, or otherwise limited in functionality in a way that affects the County’s 
use of the SaaS, the Contractor shall immediately and within 24 hours implement 
the Contractor’s Business Continuity Plan, consistent with Section 11 
OPERATIONAL MANAGEMENT, BUSINESS CONTINUITY, AND DISASTER 
RECOVERY, such that the Contractor can continue to provide full functionality of 
the SaaS as described in the Contract. 

 The Contractor will indemnify the County for any claims, losses, or damages arising 
out of the County’s inability to use the SaaS consistent with the Contract 
Subparagraph 7.8, Confidentiality. 

 The Contractor shall include in its Business Continuity Plan service offering, a 
means for segmenting and distributing IT infrastructure, disaster recovery and 
mirrored critical system, among any other measures reasonably necessary to 
ensure business continuity and provision of the SaaS. 

 In the event that the SaaS is interrupted, the County Information may be accessed 
and retrieved within two hours at any point in time.  To the extent the Contractor 
hosts County Information related to the SaaS, the Contractor shall create daily 
back-ups of all County Information related to the County’s use of the SaaS in a 
segmented or off-site “hardened” environment in a manner that ensures back-ups 
are secure consistent with cybersecurity requirements described in this Contract 
and available when needed. 

c. Enhancements:  Upgrades, replacements and new versions:  The Contractor 
agrees to provide to County, at no cost, prior to, and during installation and 
implementation of the SaaS any software/firmware enhancements, upgrades, and 
replacements which the Contractor initiates or generates that are within the scope 
of the SaaS and that are made available at no charge to the Contractor’s other 
customers. 

 During the term of this Contract, the Contractor shall promptly notify the County of 
any available updates, enhancements or newer versions of the SaaS, and within 
30 days, update or provide the new version to the County.  The Contractor shall 
provide any accompanying documentation in the form of new or revised 
documentation necessary to enable the County to understand and use the 
enhanced, updated, or replaced SaaS. 
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 During the Contract term, the Contractor shall not delete or disable a feature or 

functionality of the SaaS unless the Contractor provides 60 days advance notice 
and the County provides written consent to delete or disable the feature or 
functionality.  Should there be a replacement feature or functionality, the County 
shall have the sole discretion whether to accept such replacement.  The 
replacement shall be at no additional cost to the County.  If the Contractor fails to 
abide by the obligations in this section, the County reserves the right to terminate 
the Contract for material breach and receive a pro-rated refund. 

d. Location of County Information:  The Contractor warrants and represents that it 
shall store and process County Information only in the continental United States 
and that at no time will County Data traverse the borders of the continental United 
States in an unencrypted manner. 

e. Audit and Certification:  The Contractor agrees to conduct an annual System and 
Organization Controls (SOC 2 type II) audit or equivalent (i.e., The International 
Organization for Standardization (ISO) and the International Electrotechnical 
Commission (IEC) 27001:2013 certification audit or Health Information Trust 
Alliance (HITRUST) Common Security Framework certification audit) of its internal 
controls for security, availability, integrity, confidentiality, and privacy.  The 
Contractor shall have a process for correcting control deficiencies that have been 
identified in the audit, including follow-up documentation providing evidence of such 
corrections.  The results of the audit and the Contractor’s plan for addressing or 
resolving the audit findings shall be shared with County’s Chief Information Security 
Officer within ten business days of the Contractor’s receipt of the audit results.  The 
Contractor agrees to provide County with the current audit certifications upon 
request. 

f. Services Provided by a Subcontractor:  Prior to the use of any Subcontractor for 
the SaaS under this Contract, the Contractor shall notify County of the proposed 
subcontractor(s) and the purposes for which they may be engaged at least 30 days 
prior to engaging the Subcontractor and obtain written consent of the County’s 
Contract Administrator. 

g. Information Import Requirements at Termination:  Within one day of notification 
of termination of this Contract, the Contractor shall provide County with a complete, 
portable, and secure copy of all County Information, including all schema and 
transformation definitions and/or delimited text files with documented, detailed 
schema definitions along with attachments in a format to be determined by County 
upon termination. 

h. Termination Assistance Services:  During the 90-day period prior to, and/or 
following the expiration or termination of this Contract, in whole or in part, the 
Contractor agrees to provide reasonable termination assistance services at no 
additional cost to County, which may include: 
i. Developing a plan for the orderly transition of the terminated or expired SaaS 

from the Contractor to a successor; 
ii. Providing reasonable training to County staff or a successor in the 
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performance of the SaaS being performed by the Contractor; 

iii. Using its best efforts to assist and make available to the County any third-
party services then being used by the Contractor in connection with the SaaS; 
and 

iv. Such other activities upon which the Parties may reasonably agree. 
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Changes from the 2023-24 Adopted Budget 

  

Gross 
Appropriation 

($) 

Intrafund  
Transfers 

($) 
Revenue 

($) 

Net 
County Cost 

($) 
Budg 

Pos 
MUSEUM OF ART      

2023-24 Adopted Budget 38,349,000 -- -- 38,349,000 12.0 
1. Carryover: Reflects one-time carryover funding of 

FY 2022-23 savings pursuant to the 1999 Funding 
Agreement amended in 2008 between the County and 
Museum Associates. (4-VOTES) 

807,000 -- -- 807,000 -- 

 Total Changes 807,000 0 0 807,000 0.0 

2023-24 Supplemental Changes 39,156,000 0 0 39,156,000 12.0 
MUSEUM OF NATURAL HISTORY      

2023-24 Adopted Budget 26,280,000 0 0 26,280,000 7.0 
1. Operating Agreement: Reflects an increase in funding 

to the County’s base funding obligation to continue the 
Museum’s successful operation and public 
programming Countywide. (4-VOTES) 

750,000 -- -- 750,000 -- 

2. Carryover: Reflects one-time carryover funding of 
FY 2022-23 savings pursuant to the 1994 Funding 
Agreement amended in 2023 between the County and 
Museum Associates. (4-VOTES) 

393,000 -- -- 393,000 -- 

 Total Changes 1,143,000 0 0 1,143,000 0.0 

2023-24 Supplemental Changes 27,423,000 0 0 27,423,000 7.0 
HUMAN RESOURCES      

2023-24 Adopted Budget 122,608,000 76,028,000 25,419,000 21,161,000 592.0 
1. Employee Benefits Operations: Reflects the addition 

of 1.0 Human Resource Analyst III position to provide 
technical and consultative assistance Countywide, 
regarding employee benefits and deferred income 
programs. (4-VOTES) 

221,000 53,000 168,000 -- 1.0 

2. One-Time Funding: Reflects one-time funding for 
legal settlements ($0.1 million), severance payouts 
($0.2 million), and large-scale County examinations 
($0.1 million). (4-VOTES) 

450,000 -- -- 450,000 -- 

3. Enterprise Systems Maintenance: Reflects the 
Departments proportional share of enterprise systems 
maintenance costs (formerly eCAPS maintenance).   
(3-VOTES) 

1,000 1,000 -- -- -- 

4. Cyber Security: Reflects an increase in one-time and 
ongoing funding to centrally protect and prevent threats 
to the County’s information security assets by adopting 
and maintaining existing security solutions to reduce 
the County’s cyber exposure risk while also reducing 
the County’s overall cyber security expenditures.       
(3-VOTES) 

15,000 13,000 -- 2,000 -- 



OPERATIONS CLUSTER 
FY 2023-24 SUPPLEMENTAL BUDGET 

SEPTEMBER 20, 2023 
 

 
Page 3 of 14 

  

Gross 
Appropriation 

($) 

Intrafund  
Transfers 

($) 
Revenue 

($) 

Net 
County Cost 

($) 
Budg 

Pos 
5. Other County Departments Charges: Reflects an 

increase in services and supplies for charges from 
other County departments due to cost-of-living 
adjustments. (4-VOTES) 

97,000 65,000 16,000 16,000 -- 

6. Ministerial Adjustment: Reflects the realignment of 
revenue based on historical and anticipated trends.   
(3-VOTES) 

-- -- -- -- -- 

 Total Changes 784,000 132,000 184,000 468,000 1.0 

2023-24 Supplemental Changes 123,392,000 76,160,000 25,603,000 21,629,000 593.0 
COUNTY COUNSEL      

2023-24 Adopted Budget 204,099,000 146,774,000 40,853,000 16,472,000 725.0 
1. Peace Officer Records Division: Reflects the addition 

of 25.0 Paralegal positions and services and supplies, 
fully offset by intrafund transfer from the Sheriff and 
Probation departments, to continue the establishment 
of a dedicated Public Request Act unit within the 
Department, focusing on SB 1421 records (Phase II). 
(4-VOTES) 

4,096,000 4,096,000 -- -- 25.0 

2. Justice and Safety Division: Reflects the addition of 
1.0 Senior Deputy County Counsel position to advise 
and assist the Probation Department with Board of 
State and Community Corrections regulations. 
(4-VOTES) 

356,000 356,000 -- -- 1.0 

3. Various One-Time Funding: Reflects one-time 
funding for legal fees for Los Angeles Homeless 
Services Authority attorney hours ($0.4 million) and 
legal settlements ($70,000). (4-VOTES) 

492,000 -- -- 492,000 -- 

4. Consumer Protection Settlement (CPS): Reflects a 
net decrease for approved CPS programs, fully offset 
by a decrease in Operating Transfers In from the CPS 
fund. (3-VOTES)  

(4,045,000) -- (4,045,000) -- -- 

5. Enterprise Systems Maintenance: Reflects the 
Department’s proportional share of enterprise systems 
maintenance costs (formerly eCAPS maintenance).   
(3-VOTES) 

2,000 2,000 -- -- -- 

6. Cyber Security: Reflects an increase in one-time and 
ongoing funding to centrally protect and prevent threats 
to the County’s information security assets by adopting 
and maintaining existing security solutions to reduce 
the County’s cyber exposure risk while also reducing 
the County’s overall cyber security expenditures.       
(4-VOTES) 

29,000 23,000 4,000 2,000 -- 

7. Other County Departments Charges: Reflects an 
increase in services and supplies for charges from 
other County departments due to cost-of-living 
adjustments. (4-VOTES)  

36,000 28,000 5,000 3,000 -- 
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Gross 
Appropriation 

($) 

Intrafund  
Transfers 

($) 
Revenue 

($) 

Net 
County Cost 

($) 
Budg 

Pos 
8. Ministerial Adjustment: Reflects the realignment of 

appropriation to conform to Government Accounting 
Standards Board 96. (3-VOTES) 

-- -- -- -- -- 

 Total Changes 966,000 4,505,000 (4,036,000) 497,000 26.0 

2023-24 Supplemental Changes 205,065,000 151,279,000 36,817,000 16,969,000 751.0 
INTERNAL SERVICES DEPARTMENT      

2023-24 Adopted Budget 780,195,000 601,580,000 131,319,000 47,296,000 2,156.0 
1. Director of Digital Equity: Reflects the addition of 

1.0 Administrative Manager XV, ISD position to serve 
as the Director of Digital Equity and establish the 
Intergovernmental Broadband Coordinating Committee 
to expand affordable and reliable internet access 
across jurisdictions. (4-VOTES) 

352,000 -- -- 352,000 1.0 

2. Office of Major Programs and Initiative: Reflects 
one-time funding for 6.0 existing positions and services 
and supplies to pursue State, federal, and local grant 
opportunities. (4-VOTES) 

82,000 (2,988,000) -- 3,070,000 -- 

3. Electric Vehicle (EV) Infrastructure: Reflects 
one-time funding to continue the multi-year EV 
Infrastructure project to support the installation of EV 
charging station installations at County facilities for the 
use of County fleets and employees, and visiting 
public. (4-VOTES) 

2,500,000 -- -- 2,500,000 -- 

4. LA-RICS Migration: Reflects one-time funding for the 
telecommunication radio antennas migration and tower 
removals to accommodate Land Mobile Radio tower 
construction for LA-RICS. (4-VOTES) 

1,500,000 (300,000) -- 1,800,000 -- 

5. Cyber Security: Reflects an increase in one-time and 
ongoing funding to centrally protect and prevent threats 
to the County’s information security assets by adopting 
and maintaining existing security solutions to reduce 
the County’s cyber exposure risk while also reducing 
the County’s overall cyber security expenditures.  
(4-VOTES) 

3,541,000 2,900,000 637,000 4,000 -- 

6. Firewalls: Reflects one-time funding for firewalls for 
the Data Center and the Local Recovery Center. 
(4-VOTES) 

4,338,000 -- -- 4,338,000 -- 

7. Data Center Facility: Reflects one-time funding to 
increase computing capacity for servers that make up 
the eCloud due to requirements to support heightened 
security and patching agents. (4-VOTES) 

800,000 -- -- 800,000 -- 

8. Carryovers: Reflects one-time funding for 
eProcurement System ($2.9 million), EV user fee  
($0.3 million), and departmental rebates in FY 2023-24 
($8.6 million).  (4-VOTES) 

3,207,000 
 

(8,559,000) -- 11,766,000 -- 
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Gross 
Appropriation 

($) 

Intrafund  
Transfers 

($) 
Revenue 

($) 

Net 
County Cost 

($) 
Budg 

Pos 
9. American Rescue Plan Act (ARPA): Reflects the 

reappropriation of ARPA funding for the Delete the 
Divide Program. (4-VOTES) 

69,094,000 -- 69,094,000 -- -- 

10. Local Area Technical Assistance (LATA) Grant:  
Reflects the increase in appropriation for the LATA 
Grant from the California Public Utilities Commission 
(CPUC) to accelerate digital equity. (4-VOTES)  

320,000 -- 320,000 -- -- 

11. Grant Funding: Reflects the reappropriation of funding 
for the following:  Digital Navigator Program 
($3.4 million); Affordable Connectivity Program 
($0.7 million);  Mobile Source Air Pollution Reduction 
Review Committee Grant for zero-emission vehicles 
and charging infrastructure ($0.4 million); California 
Department of Transportation Grant for the County of 
Los Angeles Shared and Electric Mobility Project 
($0.7 million); California Energy Commission Grant for 
the County Regional Electric Vehicle Supply 
Equipment Workforce Training and Development 
Program ($0.3 million); and the Reliable, Equitable, 
and Accessible Charging for multi-family Housing 
Grant for the County's public housing residents project 
($1.6 million). (4-VOTES) 

7,024,000 -- 7,024,000 -- -- 

12. Locksmith Transfer: Reflects the transfer of 
1.0 Locksmith position to the Probation Department to 
address immediate needs at juvenile facilities.  
(4-VOTES) 

(135,000) (111,000) (24,000) -- (1.0) 

13. Governmental Accounting Standards Board 
(GASB) No. 96 – Subscription Based Information 
Technology Arrangements: Reflects a ministerial 
adjustment to realign appropriation from services and 
supplies to other charges ($13.8 million) to comply with 
GASB 96. (3-VOTES) 

-- -- -- -- -- 

14. Enterprise System Maintenance: Reflects the 
Department’s proportional share of enterprise systems 
maintenance costs (formerly eCAPS maintenance). 
(4-VOTES) 

3,000 2,000 1,000 -- -- 

15. Other County Departments Charges: Reflects an 
increase in services and supplies for charges from 
other County departments due to cost-of-living 
adjustments.  (3-VOTES) 

111,000 85,000 19,000 7,000 -- 

 Total Changes 92,737,000 (8,971,000) 77,071,000 24,637,000 0.0 

2023-24 Supplemental Changes 872,932,000 592,609,000 208,390,000 71,933,000 2,156.0 
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UTILITIES      

2023-24 Adopted Budget 43,860,000 754,000 43,011,000 95,000 0.0 
1. Energy Revolving Loan Fund: Reflects one-time 

funding to augment the Energy Efficiency Revolving 
Loan Fund to support energy saving deferred 
maintenance projects and to accelerate energy 
efficiency and renewable projects within County 
facilities. (4-VOTES) 

2,500,000 -- -- 2,500,000 -- 

2. Natural Gas: Reflects an increase based on current 
year expenditures, consumption trends, and 
anticipated rate increases. (4-VOTES) 

267,000 -- 267,000 -- -- 

3. Energy Investment Program (EIP):  Reflects an 
increase in funding for EIP projects identified 
throughout the County.  (4-VOTES) 

2,229,000 (754,000) 2,983,000 -- -- 

4. Electric Vehicle (EV) Ready Communities 
Challenge Grant Carryover:  Reflects one-time 
funding that was provided by the California Energy 
Commission to assist public agencies in the region to 
install more EV chargers and provide rebate incentives 
for multi-family properties to install EV charging 
stations in their properties.  (4-VOTES) 

1,453,000 -- 1,453,000 -- -- 

5. Energy Efficiency Conservation Block Grant – 
Better Buildings Program (BBP):  Reflects a 
decrease in funding for the remaining balance of the 
BBP fund.  (4-VOTES) 

(117,000) -- (117,000) -- -- 

 Total Changes 6,332,000 (754,000) 4,586,000 2,500,000 0.0 

2023-24 Supplemental Changes 50,192,000 0 47,597,000 2,595,000 0.0 
GRAND PARK      

2023-24 Adopted Budget 10,428,000 0 747,000 9,681,000 0.0 
1. Park Operations:  Reflects an increase in one-time 

funding to address public health concerns in public 
restrooms and vandalism throughout Grand Park.  
(4-VOTES) 

75,000 -- -- 75,000 -- 

2. Park Programming:  Reflects an increase in one-time 
funding in park programming for Jardin de LArtes.  
(4-VOTES) 

35,000 -- -- 35,000 -- 

3. Other County Departments (OCD) Charges:  
Reflects an increase in services and supplies for 
charges from other County departments due to  
cost-of-living adjustments. (3-VOTES) 

68,000 -- -- 68,000 -- 

 Total Changes 178,000 0 0 178,000 0.0 

2023-24 Supplemental Changes 10,606,000 0 747,000 9,859,000 0.0 
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AUDITOR-CONTROLLER      

2023-24 Adopted Budget 126,499,000 68,308,000 26,835,000 31,356,000 627.0 
1. Property Tax Database (PDB) Mainframe: Reflects 

one-time funding for hosting costs from the Internal 
Services Department to maintain the PDB Legacy 
Mainframe. (4-VOTES) 

170,000 -- -- 170,000 -- 

2. Task Management Dashboard: Reflects one-time 
funding for the Task Management Dashboard oversight 
tool to help management better manage and monitor 
audit assignments. (4-VOTES) 

400,000 -- -- 400,000 -- 

3. Consultants: Reflects one-time funding to hire 
consultants to: 1) better optimize audit scheduling and 
process design ($50,000); and 2) to revamp the 
Department’s strategic plan ($150,000). (4-VOTES) 

200,000 -- -- 200,000 -- 

4. Lawsuit Settlement: Reflects one-time funding for a 
lawsuit settlement. (4-VOTES) 

408,000 -- -- 408,000 -- 

5. Other County Departments (OCD) Charges: Reflects 
an increase in services and supplies charges from 
other County departments due to cost-of-living 
adjustments. (3-VOTES) 

247,000 182,000 -- 65,000 -- 

6. Cyber Security: Reflects the Departments proportional 
share of Cyber Security costs to protect and prevent 
threats to the County’s information assets by adopting 
and maintaining existing solutions to reduce the 
County’s risk exposure and expenditures. (4-VOTES) 

19,000 14,000 -- 5,000 -- 

7. Enterprise Systems Maintenance: Reflects the 
Department's proportional share of enterprise systems 
maintenance costs (formerly eCAPS maintenance). 
(4-VOTES) 

1,000 1,000 -- -- -- 

8. Measure U – Utility User Tax: Reflects reallocation or 
reappropriation of prior-year unspent Measure U – 
Utility User Tax funding for programs within the 
unincorporated areas. (3-VOTES) 

25,000 -- -- 25,000 -- 

9. Ministerial Adjustment: Reflects the realignment of 
appropriation for services based on historical and 
anticipated trends. (3-VOTES) 

-- 335,000 (335,000) -- -- 

 Total Changes 1,470,000 532,000 (335,000) 1,273,000 0.0 

2023-24 Supplemental Changes 127,969,000 68,840,000 26,500,000 32,629,000 627.0 
AUDITOR-CONTROLLER INTEGRATED 
APPLICATIONS 

     

2023-24 Adopted Budget 50,469,000 30,411,000 6,447,000 13,611,000 0.0 
1. IT Project: Reflects one-time carryover funding for the 

Data and Analytics Hub, which will act as the County’s 
Self Service Portal for analyzing and reporting financial 
and human resources data. (4-VOTES) 

610,000 -- -- 610,000 -- 
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2. Enterprise Systems Maintenance: Reflects an 
increase in Internal Services Department costs for 
enterprise systems and data and analytics 
maintenance. (4-VOTES) 

1,126,000 949,000 177,000 -- -- 

 Total Changes 1,736,000 949,000 177,000 610,000 0.0 

2023-24 Supplemental Changes 52,205,000 31,360,000 6,624,000 14,221,000 0.0 
ASSESSOR      

2023-24 Adopted Budget 237,570,000 18,000 87,589,000 149,963,000 1378.0 
1. Assessor Modernization Project (AMP): Reflects 

one-time funding for the continuation of the AMP-
Phase V ($6.7 million Departmental Additional Fund 
Balance and $6.5 million carryover) project. (4-VOTES) 

13,187,000 -- -- 13,187,000 -- 

2. Ownership Deed Processing Project Carryover: 
Reflects one-time funding to procure workflow software 
that will streamline the change of ownership process 
and reduce the need for data entry. (4-VOTES) 

1,200,000 -- -- 1,200,000 -- 

3. Overtime: Reflects one-time funding for overtime costs 
to reduce deed backlogs, complete the processing of 
more complex transfers, propositions, investigations, 
quality control, and data entry backlogs. (4-VOTES) 

5,000,000 -- -- 5,000,000 -- 

4. Legal Services: Reflects one-time funding for outside 
legal services due to the technical nature and 
specialized assessment techniques needed to 
represent the County before the Assessment Appeals 
Boards. (4-VOTES) 

3,000,000 -- -- 3,000,000 -- 

5. Health & Safety Remediation for Map Book 
Contamination: Reflects one-time funding for 
historical map book mold remediation damaged by the 
flooding in the Hall of Records. (4-VOTES) 

15,500,000 -- -- 15,500,000 -- 

6. Assets Development Investment Fund (ADIF): 
Reflects one-time funding to repay the annual ADIF 
loan for the purchase of the Assessor’s East District 
building. (4-VOTES) 

600,000 -- -- 600,000 -- 

7. Tenant Improvements: Reflects one-time funding for 
the tenant improvements at 325 W. Adams Blvd 
($0.9 million) and 6167 Bristol Parkway ($0.6 million) 
regional offices. (4-VOTES) 

1,465,000 -- -- 1,465,000 -- 

8. Other County Departments (OCD) Charges: Reflects 
an increase in services and supplies charges from 
other County departments due to cost-of-living 
adjustments. (3-VOTES) 

208,000 -- 65,000 143,000 -- 

9. Cyber Security: Reflects the Department’s 
proportional share of Cyber Security costs to protect 
and prevent threats to the County’s information assets 
by adopting and maintaining existing solutions to 
reduce the County’s risk exposure and expenditures. 
(4-VOTES) 

38,000 -- 12,000 26,000 -- 
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10. Enterprise Systems Maintenance: Reflects the 
Department’s proportional share of enterprise systems 
maintenance costs (formerly eCAPS maintenance). 
(4-VOTES) 

2,000 -- 1,000 1,000 -- 

11. Ministerial Adjustment: Reflects the realignment of 
appropriation based on current expenditure trends and 
to conform to Governmental Accounting Standards 
Boards (GASB-87). (3-VOTES) 

-- -- -- -- -- 

 Total Changes 40,200,000 0 78,000 40,122,000 0.0 

2023-24 Supplemental Changes 277,770,000 18,000 87,667,000 190,085,000 1378.0 
TREASURER AND TAX COLLECTOR      

2023-24 Adopted Budget 94,924,000 10,363,000 50,930,000 33,631,000 490.0 
1. Secured Property Tax Auction: Reflects one-time 

funding to conduct an additional property tax-defaulted 
auction due to the backlog of parcels caused by the 
COVID-19 pandemic. (4-VOTES) 

1,300,000 -- -- 1,300,000 -- 

2. COVID-19 Impacted Revenue: Reflects a reduction in 
intrafund transfers from the Department of Public 
Social Services and property tax-defaulted auction and 
Public Administrator (PA) estate interest revenues due 
to the COVID-19 Pandemic. (4-VOTES) 

-- (604,000) (3,845,000) 4,449,000 -- 

3. Property Tax Database (PDB) Mainframe: Reflects 
one-time funding for hosting costs from the Internal 
Services Department to maintain the PDB Legacy 
Mainframe. (4-VOTES) 

170,000 -- -- 170,000 -- 

4. PA Warehouse: Reflects one-time carryover to 
complete unfinished projects at the PA warehouse. 
(4-VOTES) 

413,000 -- -- 413,000 -- 

5. Treasury Management Funds Transfer System: 
Reflects ongoing funding for Internal Services 
Department implementation and maintenance costs for 
the Funds Transfer System enhancement, fully offset 
by revenue from the Treasury Management. 
(4-VOTES) 

90,000 -- 90,000 -- -- 

6. Consumer Protection Settlement (CPS) 
Adjustment: Reflects a net increase for approved CPS 
programs, fully offset with an increase in intrafund 
transfers. (3-VOTES)  

34,000 34,000 -- -- -- 

7. Measure U – Utility User Tax: Reflects reallocation or 
reappropriation of prior-year unspent Measure U – 
Utility User Tax funding for programs within the 
unincorporated areas. (3-VOTES) 

18,000 -- -- 18,000 -- 

8. Other County Departments (OCD) Charges: Reflects 
an increase in services and supplies charges from 
other County departments due to cost-of-living 
adjustments. (4-VOTES) 

176,000 -- 46,000 130,000 -- 
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8. Cyber Security: Reflects an increase in one-time and 
ongoing funding to centrally protect and prevent threats 
to the County’s information security assets by adopting 
and maintaining existing security solutions to reduce 
the County’s cyber exposure risk while also reducing 
the County’ overall cyber security expenditures. 
(3-VOTES) 

26,000 -- -- 26,000 -- 

9. Other County Departments Charges: Reflects an 
increase in services and supplies due to cost-of-living 
adjustments. (3-VOTES) 

306,000 -- -- 306,000 -- 

10. Special Revenue Fund: Reflects an increase in 
services and supplies fully offset by Modernization and 
Improvement special fund revenue. (4-VOTES) 

790,000 -- 790,000 -- -- 

11. Ministerial Adjustment: Reflects the alignment of 
expenditures due to the implementation of 
Governmental Accounting Standards Board (GASB) 87 
and GASB 96, and an alignment of employee benefits 
based on historical trends. (3-VOTES) 

-- -- -- -- -- 

 Total Changes 84,599,000 0 6,899,000 77,700,000 0 

2023-24 Supplemental Changes 338,640,000 14,000 95,830,000 242,796,000 1,170.0 
 




