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November 06, 2024 

The Honorable Board of Supervisors 
County of Los Angeles 
383 Kenneth Hahn Hall of Administration 
500 West Tempie Street 
Los Angeles, California 90012 

Dear Supervisors: 

APPROVAL OF NEW BOARD POLICIES - REQUIREMENTS FOR THE COUNTY'S 
HEALTHCARE COMPONENT DEPARTMENTS TO COMPLY WITH THE HEAL TH INSURANCE 

PORTABILITY AND ACCOUNTABILITY ACT OF 1996 (HIPAA) 
(ALL DISTRICTS) (3 VOTES) 

SUBJECT 

Recommendation by the Chief Executive Officer to approve the new Board of Supervisors (Board) 
Policies to establish minimum requirements for the County of Los Angeles' (County) healthcare 
component departments to comply with the Health Insurance Portability and Accountability Act of 
1996 (HIPAA), and its implementing regulations. 

IT IS RECOMMENDED THAT THE BOARD: 

Approve the enclosed Board Policies to establish minimum HIPAA compliance requirements 
pertaining to the County's Healthcare Component Departments. 

PURPOSE/JUSTIFICATION OF RECOMMENDED ACTION 

The proposed Board Policies will comprehensively establish minimum requirements for the County's 
Healthcare Component Departments to comply with HIPAA, and to implement and maintain policies 
and procedures with respect to Protected Health Information (PHI). These proposed policies will 
ensure that all County departments within the County's healthcare component have requisite HIPAA 
policies and ensure enterprise-wide regulatory compliance. 

In addition, the newly established Justice, Care and Opportunities Department (JCOD) is 
coordinating to join the Healthcare Component as a Covered Entity, thereby, making it subject to 
HIPAA requirements and will benefit from the establishment of these Board Policies. Therefore, the 
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Office of Privacy, within the Chief Executive Office - Risk Management Branch, now seeks to 
comprehensively address this compliance requirement through the establishment of Board Policies. 

In 1996, Congress enacted HIPAA to improve the efficiency and effectiveness of the health care 
system. HIPAA requires the Secretary of the United States Department of Health and Human 
Services (HHS) to publicize standards for the electronic exchange, privacy, and security of health 
information. Since 2000, HHS issued the Standards for Privacy of Individually Identifiable Health 
Information (the Privacy Rule) and the Security Standards for the Protection of Electronic Protected 
Health Information (the Security Rule). HHS further modified HIPAA and the Privacy and Security 
Rules under the Health Information Technology for Economic and Clinical Health Act of 2009, and 
again in 2013 with the Omnibus Rule, and issued the Breach Notification Rule. The Privacy, 
Security, and Breach Notification Rules are collectively referred to as the HIPAA Rules. 

On January 7, 2003, the Board approved a series of actions required to implement the HIPAA 
Privacy Rule. These actions included declaring the County as a Hybrid Covered Entity (an entity 
with both healthcare and non-healthcare components) and establishing a Countywide Privacy 
Official to address privacy policies and procedures on behalf of the County. In addition, in 
compliance with HIPAA, the Board designated certain departments as part of the County's 
Healthcare Component and mandated them to sign an interdepartmental Memorandum of 
Understanding with departments that performed business associate functions. The County's 
Healthcare Component structure was modified in 2013 with the enactment of the Omnibus Rule, 
which mandates that departments carrying out business associate functions be included in the 
County's Healthcare Component and subject to the HIPAA Rules' requirements. It should be noted 
that JCOD is currently coordinating with County Counsel to become a Covered Entity department 
that will be subject to HIPAA requirements under the County's Healthcare Component. The 
departments that are currently part of the County's Healthcare Component are Auditor-Controller, 
Chief Executive Office, County Counsel, Health Services, Human Resources, Internal Services, 
Mental Health, Probation, Public Health, and Treasurer and Tax Collector. 

Effective July 1, 2017, the Chief Executive Office - Risk Management Branch incorporated the 
responsibilities and resultant activities under the newly created Office of Privacy. Under the direction 
of the Countywide Chief Privacy Officer, the Office of Privacy is responsible for developing, 
implementing, and maintaining Countywide minimum standards and requirements for all aspects of 
the Countywide Privacy Program, including operations and policies that relate to Personal 
Information and Protected Health Information, compliance with data privacy laws/regulations 
including the HIPAA Rules (45 CFR § 164.530 and 45 CFR § 164.308), and management of data 
privacy risks. 

Although some of the County's Healthcare Component Departments have implemented 
departmental HIPAA policies, others are working towards full compliance. In addition, County 
Counsel and outside counsel recently assessed JCOD's operations to determine if it should be 
added to the County's Healthcare Component. This assessment considered certain transactions 
between JCOD and HIPAA-covered departments and external entities that are subject to HIPAA, 
which will trigger HIPAA enforcement. JCOD, in collaboration with counsel, have confirmed that the 
department will join the County's Healthcare Component and comply with HIPAA Rules and 
associated County policy requirements. These policies will ensure that all County departments 
within the County's Healthcare Component, including JCOD, have requisite HIPAA policies, and 
ensure enterprise-wide regulatory compliance. This is especially important, since regulatory non
compliance with this regulation can result in civil monetary penalties issued by the HHS-Office for 
Civil Rights. 












































